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Dear Ms. Dortch:

Pursuant to 47 C.F.R. § 64.2009(e), One World Telecom, LLC (“One World™)
and Yo Llamo, LLC (“Yo Llamo) (jointly, the “Companies™) hereby provides its 2010 Annual
Customer Proprietary Network Information Compliance Certification. Please feel free to contact

me tf you have any questions regarding this filing.

espectfully Submigted,

" Denise N. Smith

Counsel to One World Telecom, LL.C and Yo

Liamo, LLC

cc: Best Copy and Printing, Inc. (via e-mail)
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Annual Customer Proprietary Network Information Certification
Purstant to 47 C.F.R. § 64.2009(e)
EB Docket No. 06-36
February 2010

Annual 64.2009(e) CPNI Certification for 2010 ¢overing the prior caleridar year 2009

Name of Conipany(ies): One World Telecom, LLC and Yo Llamo, LLC

Form 499 Filer ID: 824860, 827252
Name of Signatory:; Jorge Asecio
Title-of Signatory: President

I, Jotge Asecio, cerlify that T am an officer of One World Telecom, LLC (“Otie: World”)
and Yo Llamo, LLC (“Yo Llamo) (jointly, the “Companies”) and acting as an 4gent of the
Companies, that I have personal knowledge that the Companies have established operating
proceduies. that are adequate to ensuie compliance with the Commission®s CPNI rules. See 47
C.ER. §.64.2001 &t séq.

Alftached to this certification is ‘an accompanying statement expl_ainiﬁg- how the
Companies’ procedures ensure the Companies are in compliance with the requirements set forth
in sections 64.2001 ¢f seq. of the Conimission’s riiles.

The Companies have not taken any actions (instituted proceedings or filed petitions at
either ‘state commissions, courts, or at the FCC) against data brokers in the past year. The
Companies havé no information outside of Commission Docket No; ‘96-115; or- that is not
otherwise publicly available (e.g., through news media), regarding the processes prefexters are
using to 3&1@tfempt}¢ access CPNI. The steps thie Companies have taken to protect CPNI include
updating their CPNI practices and procedures and conducting new traiving designed to ensure
compliance with-the FCC’s modified CPNI rules. '

s ZT,{]}T,C'.iOl']lpil}ii({:S have nol received aiy custorer complaints in the past year concerning
/the unauthorized release of CPNL
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Oie-World Telecom, LLC and Yo Llamo, LLC
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Customer Propriétary Network Information Certification
Attachment A

The Coimpanies have established practices and procedures adequate to ensure comphance with Section
222 of the Communications Act of 1934, as amended, and the Federal Communic¢ations Commission’s
("“FCC”yrules pertaining to custonier proprietary network information (“CPNT") set forth in sections
642001 - 64.2011 of the Cotmimission’s riles. This-attachment suntmarizes these practices and
procedures, which have been updated so that they sre adequate to ensure compliance with the
Commission’s CPNI rules, as inodified by the Cormmigsian in 2007,

Safeguarding ggainst pretexting

o The:Companies take reasonable measures fo discover and protect against atiempts to. gam
unauthorized access to CPNI, ingluding the diithentication of customers prior to disclosing CPNI
based on customer-initiated contacts. The Companies are committed to notify the FCC of any novel
or new methods of pretexting they discover. and of any-actions they take: against pretextersand data
Brokers.

Training and -discipline

o The Companies irains their supervisory and noti-supervisory personnel in an effort'to ensure that their
'-meioyees, in accordance with FCCaégnlationst (a) understand what CPNIis, (b) join in and carry-
out the Companies’ obligations to protect:-CPNI, {c) understand when they are and wheii they are not
authorized to usé or disclose CPNI, (d) obtain cistorners’ informed corfsent as requited with respect
taits use for marketing purposes, and (€] keep records regarding receipt of such eonsent, customer
complaiiits regarding CPNI and the useiof CPNI for marketing campaigns,

o TheCompanies’ employees are required to review-the Companies’ CPNIprictices.and procedures
outlinegd iy the Code of Conduct and to- acknowledge their comprehension thereof,

o The Companies have an cxpress disciplinary process in place for violation of the Companies’ CPNI
pracgtices-and procedures. The careless of intentional failure to comply with these practices and
procedures may-result in disciplinary action, upto:and including discharge;

The Conipanies’ nse of CPNI
o The Companies may use CPNI for _tIie;followi‘ng purposes:

¥ Toinitiate, render, maintain, repair, bill and collect for services:

7 To protect their property rightsy.or {o proteéet their subscribers or other cartiers from fraudulent,
abusive, or the unlawlul use of; or-subscri iption to, such services;

> Eo_p:,ovlde irilbound telemarketing, réferral or adiministrative servicés to the customer during a

‘customer-inifiated call and with:the customer’s informed consent.

Tomarket additional services to customers thiat aré within the same categories of sérvice to which

fhie custoimer already subscribés;

»  Toemarket services formerly known as adjunctto-basic services; and

¥ To matket additional services o customers with the receipi of informed consent via the use of opi-
in or out-out, us applicable.

o The Companies do not disclose or permit accessto CPNT to track customers that call competing
servige providers,



= The Companies disclose and permit access to CPNI where required by law (e.g., under a lawfully
isstied subpoena).

Customer approval and informed consent

s The Companies do not use CPNI formarketing purposes. The Companies also do not share, sell,
fease, ‘or atherwise provide CPNI to any of their affiliates, suppliers, vendors, or any third parties for
any type of service marketing purposes. If the Conipantes change this policy, they will implement a
system to obtain approval and informed:consent from.its customers prior to the use of CPNI for
marketing purposes. This systéem also will allow for the status of a customer’s ‘CPNI approval to be
glearly established-prior to-the usé of CPNL. Records of approvals will be:maintained for at least one
year.

One timeuse

> After authentication, the Companies may-use oral notice to obtain limited, one-time:approval for
use of CPNI for the duration of a-call. The:contents of such notice will comport with FCC rule
64,2008(1).

Additional safeguards

e ‘The Companies require supervisory-approval for all marketing campaigns and maintain for at least
one yéar records of such matketmg campa1gns, Angluding a descriptionof each: ca1npa1gn the
products offered as part of the campaign, and-details-of what information is'used in-connection with
the campaign.

® The Compaies designate one ‘of more/officers, as an‘agent or agents of the conipanies, to sign and
{ile 4 CPNI compliance cerlificdte onan annual basis. The certificate conforms io the requirements
set forth in FCC rule 64.2009(e).

-»  For customer-initiated telephone inquiriesregarding or requiring access to CPNL, the Companies
authenticate the customer (or its authorized répresentative), through a dedicdted accourit
fepresentative and a contract that specifically addrésses the Companies’ protection.of CPNI. In the
event acustomer does not have a dedicated account representative, the Companies will:authenticate
‘thie.castomer without pr ompting throtigh the use of readily available ‘biogiaphical or account
information, such as through the use of a pre-established password. If the customer cannot provide
sufficient authentication, then the Companies only disclose call detail information by sending it to the
‘customer’s-address of vecord, or by:calling the.customer at the telephone number of recerd.

s The Comparies do not permit onlinie cistonier dccess to CPNI, nor do they have retail loeations
-where customers may request aceess to CPNTL

o The Companies notify customers immediately of any account changes, including address of record.
authentication, and password related-changes.

o In the event of'a breach of CPNI, the Companies will notify law enfoicement as sooir as practicable
and no later than seven (7) busingss days from discovering the breach. Customers will be notified
after the seven (7) day period, untess the relevant investigalory party directs the Comipanies to delay
notification, or the Companies and the jrivestigatoly party agree to an carlier notification. The



Companies will maintain a record of.all CPNI security breaches, including a description of the breach
and-the CPNI involved. along with notifieations sent to law enforcement and affected customers.
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